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Avec lannonce j)ar le SPVM dun registre volontaire des caméras et dune nouvelle
Z7\ technologie de suivi par IA, il est clair que les caméras de sécurité personnelles
nont jamais été des outils neutres. Nous pouvons et devons résister a la surveillance
quotidienne!

1) Les caméras ne garantissent pas notre sécurité! Les caméras personnelles ne
permettent pas de prévenir efficacement les vols ou les actes de violence. Vous craignez
que vos colis soient volés? Essayez plutdt de parler a vos voisins, de ne pas commander
sur Amazon ou d'installer un coffre-fort pourvos colis. Tout ce que fait une caméra, ceest
fournir des images vidéo a la police apres coup, et méme dans ce cas, la police récupere
rarement les objets perdus et cause souvent plus de trouble en cours de route.

2) Les caméras volent vos données et les transmettent aux géants de la technologie,
qui nbnt pas vos intéréts a coeur.

3) 11 est inquiétant despionner ses voisins. Les caméras de surveillance érodent la
confiance etles liens sociaux au sein des communautes.

4) Les caméras mettent vos enfants en danger. De nombreux cas ont été rapportés
ou les caméras installées dans des maisons ont été piratées, et ou les enfants ont éte
surveillés et interpellés pendant des jours par un hacker.

5) Les caméras personnelles aident la police, qui est raciste et violente. Elles ne
garantissent pas la sécurité des personnes et ciblent de maniere disproportionnée les
personnes racialisées, les personnes pauvres, les travailleurs du sexe, les
consommateurs de drogues, les sans-papiers et les dissidents politiques.

6) Vous pensez peut-étre que vous n‘avez rien a cacher, mais la situation politique
évolue rapidement. Lorsque des gouvernements et des entreprises malveillants
choisissent de nouvelles cibles et que les controles aux frontiéres s'intensifient, la
surveillance généralisée leur facilite la tache!

Posez-vous la question suivante: si la police venait frapper a votre porte demain et
vous disait quelle allait installer une caméra pointée vers votre maison,
I'accepteriez-vous? Silaréponse est non, ne le faites pas pour eux!

(uttons pour votre liberté contre les géants de la technologie et la surveillancel

Nlinstallez pas de camera, demontez-en une!
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Avec lannonce j)ar le SPVM dun registre volontaire des caméras et dune nouvelle
, technologie de suivi par IA, il est clair que les caméras de sécurité personnelles
nbnt jamais été des outils neutres. Nous pouvons et devons résister a la surveillance
quotidienne!

1) Les caméras ne notre sécurité! Les caméras personnelles ne
permettent pas de prévenir efficacement les vols ot les actes de violence. Vous craignez
que vos colis soient volés? Essayez plutot de parler a vos voisins, de ne pas commander
sur Amazon ou d'installer un coffre-fort pour vos colis. Tout ce que fait une caméra, cest
fournir des images vidéo a la police apres coup, et méme dans ce cas, la police récupere
rarement les objets perdus et cause sotvent plus de trouble en cours de route.

2) Les caméras volent vos données et les transmettent aux géants de la technologie,
qui nbnt pas vos intéréts a ceeur.

3) 11 est inquiétant despionner ses voisins. Les caméras de surveillance érodent la
confiance etles liens sociaux au sein des communauteés.

4) Les caméras mettent vos enfants en danger. De nombreux cas ont été rapportés
ot les caméras installées dans des maisons ont été piratées, et ou les enfants ont éte
surveillés et interpellés pendant des jours par un hacker.

5) Les caméras personnelles aident la police, qui est raciste et violente. Elles ne
garantissent pas la sécurité des personnes et ciblent de maniere disproportionnée les
personnes racialisées, les personnes pauvres, les travailleurs du sexe, les
consommateturs de drogues, les sans-papiers et les dissidents politiques.

6) Vous pensez peut-étre que vous n‘avez rien a cacher, mais la situation politique
évolue rapidement. Lorsque des gouvernements et des entreprises malveillants
choisissent de nouvelles cibles et que les contrdles aux frontieres s'intensifient, la
surveillance généralisée leur facilite la tache!

Posez-vous la question suivante: si la police venait frapper a votre porte demain et
vous disait qublle allait installer une caméra pointée vers votre maison,
Iaccepteriez-vous? Sila réponse est non, ne le faites pas pour eux!

(uttons pour votre liberte contre les géants de la technologie et la surveillancel

Nlinstallez pas de cameéra, démontez-en unel
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1th the SPVM announcing a volunteer camera registry and new Al
trackmg technology, it's clear that personal security cameras have
never been neutral tools. We can and must resist everyday surveillance!

1) Cameras do not keep us safe! Personal cameras do not meaningfully
prevent theft or violence. Worried about your packages being stolen?
Instead try talking to your neighbours, not ordering from Amazon, or
putting a lockbox out for your stuff. All a camera does is give video to the
police after the fact, and even then, police rarely recover lost stuff and
often cause more harm along the way.

2) Cameras steal your data and put it in the hands of big tech — who do
not have your best interests at heart.

3) It is creepy to spy on your neighbours. Surveillance cameras erode
trust and social bonds within communities.

4) Cameras put your children at risk. There have been numerous
accounts of people's cameras in their homes being hacked, and their
children being watched and spoken to for days on end by the hacker.

5) Personal cameras help the police, who are racist, violent assholes.
They do not keep people safe, and they disproportionately target
racialized people, poor people, sex workers, drug users, undocumented
people, and political dissidents.

6) You may feel like you have nothing to hide, but political
circumstances change quickly. When malicious governments and
corporations pick new targets and border enforcement ramps up,
widespread surveillance makes their jobs easier!

Ask yourself: If the police came to your door tomorrow and said they
were installing a camera pointed at your home, would you accept it? If
not — don’t do it for them.

Fight for your liberty against big tech and surveillancel
Oon't put a camera up — take one downl
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never been neutral tools. We can and must resist everyday surveillance!
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prevent theft or violence. Worried about your packages being stolen?
Instead try talking to your neighbours, not ordering from Amazon, or
putting a lockbox out for your stuff. All a camera does is give video to the
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6) You may feel like you have nothing to hide, but political
circumstances change quickly. When malicious governments and
corporations pick new targets and border enforcement ramps up,
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were installing a camera pointed at your home, would you accept it? If
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Fight for your liberty against big tech and surveillancel
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